Quality Assurance Testing

Quality Assurance testing is an exhaustive set of tests designed to detect failures in its hardware or operating system installation before the equipment is delivered to the customer.

Testing comes in two phases: a burn-in or stress test, which is designed to put strain on the hardware components of a computer, and a set of qualitative tests, in which an employee verifies that the computer’s functionality lives up to the level of performance promised to the client.

Burn-in Testing

Burn-in testing has its origins in a phenomenon discovered in the manufacturing process that showed that the majority of failures occur either right at the beginning of a product’s life or close to its end; very few failures occur outside of those two periods.
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It’s much more cost effective to catch those early failures before a part leaves the workshop; once a product’s been delivered to a customer it costs money, time and, more importantly, goodwill, to replace a fault. A burn-in test is designed to catch some of those early failures and remove the faulty parts from the production stream.

Typical burn-in tests will force the processor and RAM to conduct a number of looping calculations that force a lot of data to be written, manipulated and rewritten; in the process the components will be forced to run at or near their maximum capacity for a long period.

Since burn-in testing is such standard practice, a number of tests are available. Typical burn-in tests run from a floppy. If the computer runs for an hour under the harsh conditions of a burn-in test, it’s likely the computer will be able to withstand the pressures of its working environment. 

Once the computer has passed the burn in test, it should move to the next phase of Quality Assurance – the qualitative tests.

Burn-In Testing: Software

Software: Getting and Installing

Lucifer is an open-source burn-in test that is free to download and use. It’s available in both Linux and DOS versions at: http://petertodd.ca/lucifer.php 
Using DOS: Extract Lucifer from its archive. Copy Lucifer.exe and *.exe to a floppy. To use Lucifer, insert it in the floppy drive of a computer set to boot from the a: drive. 

HOTCPU is another kind of test freely available. Like Lucifer, it imposes a strain on the processor and RAM inside a computer. It runs on Windows. It can be downloaded from:

http://www.7byte.com/index.php?page=hotcpu 
Unzip the application from the archive and save it to a floppy disk. HOT CPU runs from a floppy. To use HOTCPU, insert the floppy into the computer and set it to boot from the a: drive.

Burn-In Testing: Procedure: Lucifer

Burn-In testing can be run from the multicast/imaging area. (see Multiple Installations: Workshop Preparation for setup).

Insert the Lucifer floppy disk into the drive. The computer will boot and start to run the test automatically. Errors are reported on screen. Let the computer run Lucifer for an hour.  

If no errors are reported, reset the boot order so that the computer boots from the hard drive. The computers should be removed from the imaging/testing rack. A technician should then run through the qualitative checklist to verify the software is working as it should. 

If errors are encountered, the computer should be sent back to Testing and Diagnostics to see if the motherboard, RAM and CPU are in working order.

Optional Burn-in Testing: Longevity and Temperature Testing

In addition to burn-in, some manufacturing processes recommend that a computer be tested to see if it can withstand stresses more typical of its operating environment. A longevity test will verify if a computer can run for long periods of time at a variety of temperatures. 

Some suggested longevity testing includes

-running a computer and monitor inside a hot, poorly ventilated or sun-soaked room for a number of hours

-running a computer and monitor overnight (exposing it to falling temperatures)

-running a computer and monitor all day, shutting it down overnight, then turning it on in the morning, when its parts are coldest

-running a computer for two or three days continuously, turning it off until it cools, then restarting it.

Without resorting to expensive equipment or infrastructure such as temperature controls, electricity regulators and air flow and dust monitors, it’s difficult to institute longevity testing that’s rigorous and quantitative. 

Nevertheless, even the informal, variable testing against longevity and temperature conducted in the workshop will serve to build confidence in the robustness of the equipment. 

Quality Assurance – Appearance and Performance Checklist

The performance checklist is the final stage of preparation before the computer leaves the workshop. The checklist is intended to verify that the computer is correctly configured and installed to work as promised.

The procedure requires no special software, and is designed to ensure that programs open, that modems can connect to the internet, and, if so designed, that applications such as email clients are configured to download and send mail from the right servers. A standard visual inspection should ensure that the product looks clean, that its buttons and lights work, and that all cables are in order.

As with all other processes, the technician conducting the inspection should sign off on all the work to identify his or her accountability for the quality of the product.

A sample Appearance and Performance checklist, developed at Cape Town based refurbisher FreeComGroup is available in the appendix.

QA-Appearance_Performance_Checklist.doc

Generally, a test should verify the following things:

Is the boot order set correctly?

Does the computer boot without error?

Does the admin/root account login?

Is the admin/root password set to the standard?

Does the standard client/user login work?

Is it set to the default password?

Does the desktop have the right resolution?

Does the CD tray open?

Can it read a CD?

Does the floppy drive work?

Save a document to a floppy?

Does the modem dial on demand?

UPS work?

Applications

Does the word processor open?

Can you open a document? Save a document?

Do other office applications open?

Does the web browser open?

Can you browse to a website?

Is the DNS set correctly?

Does the email client open?

Are pop and smtp servers set?

Can you send an email?

Can you send an attachment?

Appearance

Does the computer look clean?

Does the monitor screen look clean?

Is the keyboard clean? Does it work?

Does the mouse work? Does it roll smoothly?

Do its buttons work?

Many other parameters should be tested depending on the type of installation. As much effort as possible should be taken to test all outbound equipment in a configuration that replicates as closely as possible the situation of the client. If the computers will be networked, test them in a networked environment. As much as it’s possible, pre-cut and test the cables that will be used in the network. Test the hub or switch with those cables.

After testing, each item should be marked so that the items that were paired for testing can be paired again when they’re installed. The purpose of testing is to establish that the computers are in a working state. Once that state has been established, technicians should take every effort to preserve that working state by marking the pairings that were proven to work. 

Different colours of nail polish serve this purpose well. Before each network or computer is dismantled, discreetly mark each connector with one or more dots or stripes of nail polish to make it easy to reconstruct the tested state. If possible, use the polish to mark which parts go in which ports as well, so that if a novice had to reattach all the computers, he or she could do it by matching the markings on the computer cables with markings on the ports and connectors. 

This document is based on draft text taken from the bridges.org report
"Set-up and Operation of a Computer Production and Support Centre - A
How-To Guide", to be published July 2004.
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